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Purpose of the Software Buyer’s Guide

The Department of Defense Enterprise Software Initiative (DoD ESI) has excelled at negotiating software
licenses for commercial software applications forthe DoDsince 1998. DoD Information Technology (IT)
Buyers reduce buying cycle time and risk by using DoD ESI’s contract vehicles and best practices.

This guide was compiledto provide astandardized set of steps tofollow when using the ESI contract
vehicles. Itisnotan exhaustive listand it should not be the only tool used to determine compliance wi th
DoD acquisition regulations. Itis a best practices guide to use as a starting point and not to replace your
Procurement Office’s guidance.

Key Definitions

Throughoutthis guide, we will use the term “Enterprise Software Agreements”, “ESA” or “EULA” (End
User License Agreement) to represent the enhanced set of terms and conditions that were putin place
at the time of awarding a DoD ESI contract vehicle. The terms of an ESA applyto all orders placed
againstthe DoD ESI Contract Vehicle.

Enterprise License Agreements (“ELAs”) are agreements that cover awide scope of an enterprise and
are typically built on top of the ESA terms and conditions. Joint ELAs (“JELAs”) cover more than one
majorcomponentinthe DoD or Federal Government.

Structure of this Guide

Thisguideisarrangedinto four key sections. Firstis the Acquisition Planning section, which helps
Government Buyers determine what the Government requires, what sources exist that can fulfill the
Government’srequirements, how to order from DoD ESAs, and the importance of buildingateam
duringa major acquisition. Second is the Foundational terms and conditions that were putin place at
the time of awarding a GSA Federal Supply Schedule and the DoD ESI Blanket Purchase Agreement
(BPA).The third section contains alist of key terms and conditions that should be negotiated and
finalized at the time of placing an orderfor software againsta DoD ESI BPA. Section 4 isa summary of
relevant Federal and DoD policies and regulations that should be consulted when buying commercial
software.

Support

If you have any questions about ESl orthis Buyer’s Guide, please contact the SPMor the Contracting
Office assigned to the vendoror productyou are seekingto acquire by using the feature on the ESI web
site titled “Ask an Expert”.
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1. ACQUISITION PLANNING
1.1. Requirements

1.1.1. High quality Government requirements and securing a product that meets those
requirements are often the source of significant problems in software acquisitions. If
you don’t know or cannot describe exactly what you need, you won’t know what to
buy, how to buy it, who to buy from, or how to determine if you received exactly what
you paid for. This can result in inadequate competition and increased time to award
due to confusion and ambiguity. Ambiguity, in turn, translates to increased risk to
Sellers, which may drive up cost unnecessarily. Worse still, the software acquired may
not meet the Government’s needs.

1.1.2.The Government’s requirements must be structured using a team approach (discussed
further in section 1.4 below) to determine the best solution, the correct quantity, the
appropriate product and license type, the most effective acquisition approach, and the
most achievable negotiation strategy.

1.1.3.Followingacommercial best practice, the Government should produce one authoritative
matrix (typically an Excel spreadsheet) that defines and catalogs all the requirements to be
achieved by the software (the “Requirements Matrix”). See asample in AttachmentA.

1.1.4.The Requirements Matrix should be attached to the solicitation package. Each Seller
should identify which of the requirements their product will satisfy, which requirements
theirproduct will notsatisfy, and if there are any hybrid answers (i.e., custom subroutine
or add-on). Itisimportant that the answers be reviewed carefully. If arequirement cannot
be satisfied by the Seller’s product, the Government will need to determinethe best
alternative method to meetordisregard that requirement. The Requirements Matrix
should be attached to the contract used to orderthe software. It should be referredtoin
the warranty provisiontocommitthe Sellerto deliveraproduct that meetsthe
Government’s requirements as represented in the Requirements Matrix. The
Requirements Matrix should be used to determine acceptance of the product duringthe
testing phase.

1.1.5.More information about requirements gathering, definition, and managementis covered
inthe DoD ESI video tutorials available on the ESl web site.

1.2. Market Research

1.2.1.When procuring any complex supplies and services, Government acquisition teams must
performthorough and objective market researchto ensure they acquire the right product
or service inthe most effective and efficient manner. While this may sound complicated,
the processis really no different thanif you were buying something foryourself, likea car.
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Accordingto FAR Part 2, marketresearchisthe collection and analysis of information
about capabilities within the market to satisfy agency needs. Market researchis critical
because it providesthe foundation forall the decisions that will be made throughout the
acquisition process. It can be considered the business intelligence forthe acquisition team.
It tells youthe commercial marketplace’s abilityto meetyourneeds.

1.2.2.A team approach to marketresearchisthe most effective method to obtain the best
available information. The market research team shouldinclude the same key personnel
responsible for defining and refining requirements. To conduct your market research, your
teamneedsa disciplined strategy.

1.2.3.Four-Step Approach to Market Research
1.2.3.1. Step One: Collectand Compile Basic Background Information

1.2.3.1.1. Review the requirement package so you can compile basicinformation
aboutwhat you’re buying. This will help you focus your attention on the
particular segment of the market that offers the products orservices you
need.

1.2.3.1.2.  The contracting officerwill select the appropriate North American Industry
Classification System (NAICS) Code in orderto focus your research and
assistthe small business office. These codes classify business
establishments forthe purpose of collecting, analyzing, and publishing
statistical datarelated tothe U.S. economy.

1.2.3.1.3.  Your Small Business Administration Procurement Center Representative or
Office of Small Business Programs use the NAICS code to advise you onthe
extent of small business opportunity in yourrequirement.

1.2.3.1.4.  The contracting officer will also identify the appropriate Federal Product
Service Code (PSC). These codes describe products, services, and research
and development purchased by the Federal Government. They also
indicate what was bought for each contract action reported in the Federal
Procurement Data System (FPDS).

1.2.3.1.5.  You will alsoneedto know which DoD Supplies and Equipment (S & E)
Portfolio Group youracquisitionfitsinto. The DoD organizesits spending
using a classification system based onthe PSCs. The DoD’s Portfolio Group
Taxonomy consists of 16 portfolio groups and 70 portfolios.

1.2.3.1.6.  Allofthisinformation will be used laterinyourwritten market research
assessment orsummary.
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1.2.3.2. Step Two: Explain Mission Capability Fit

1.2.3.2.1. Provide an explanation of how the system orservice you need to buy fits
into your agency’s mission capability and describe any special features or
requirements thatframed your research. The more succinctly and
accurately you can explain the system and service, the easierit will be to
find the best solutions.

1.2.3.3. Step Three: Develop Independent Government Cost Estimate

1.2.3.3.1. Develop anIndependent Government Cost Estimate (IGCE). Thisisthe
estimate of the resources and price a vendor will charge inthe
performance of a contract. Knowing the maximum estimated valueis
critical because it determines the types of documents you will need to
prepare and which levels of approval you must obtain during the
acquisition.

1.2.3.3.2.  SeeSection 3.2, Pricing, fortechniques that can be employed duringthe
development of your IGCE.

1.2.3.4. Step Four: Conduct and Document Market Research
1.2.3.4.1. Market Research Techniques

1.2.3.4.1.1. There are several marketresearchtechniquesthatacquisitionteams
can utilize, depending upon the complexity of the requirement. One of
the simplestand most obvious methodsis to review the recent market
research results from otheracquisition teams forsimilar oridentical
requirements. Chances are good that someone, somewhere purchased
these products or services before. Another effective and familiar
techniqueistoreview vendor catalogs and industry or trade publications
for a productthat will meetyourneed. Auseful, though notwidely used
technique, is querying the Government-wide database of ordering
vehicles. This will yield reports that extract data from and provide links to
FPDS. These reports forordering vehicles can possibly be used to fulfill
your requirement.

1.2.3.4.1.2. Additionally, the General Service Administration’s (GSA) newly launched
Acquisition Gateway will soon offer “best-in-class” commercial software
contract vehicles as well as best practices. These are also currently
available onthe DoD ESI Web site. Also, GSA’s Prices Paid Portal provides
access to prices paid for software under various contracts across the
Government. DoD ESI has collected business intelligence on software
purchased through the DoD ESI since 2002. Authorized personnel can gain
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access to a DoD ESI Software Product Manager and applicable datavia
the “Ask an Expert” feature on the DoD ESI Web site.

1.2.3.4.1.3. Othereffective marketresearch methodsinclude contacting
Government and industry experts, publishing requests forinformation or
sources sought notices, or holdingindustry days or vendors conferences.
These methods are typically employed forthe most complex and costly
acquisitions, whenyou are struggling with defining your requirement or
making small business set-aside determinations. Itisimportanttoinform
interested vendors that exchanges with industry for the purpose of
market research and planning do not obligate the Government to any
contractual agreement.

1.2.3.4.2. Document Results and Conclusions

1.2.3.4.2.1. As stated previously, the marketresearch processfor Government
purchases and personal purchasesis conceptually the same. However,
there isone key difference: Fora Government purchase, you have to
documenteverythingyoudid and learned during your market research.
Thisis where all of your market research activities and information come
together. Of course, youwill wantto documentyourresearchina
mannerappropriate tothe complexity and dollarvalue of the
procurement.

1.2.3.4.2.2. An example of amarketresearch reportcan be foundembeddedin
DoD’s Market Research Report Guide for Improving The TradecraftIn
Services Acquisition:
http://www.acg.osd.mil/dpap/cpic/cp/docs/MR_report Guide 03 MAY 2012.doc

1.2.3.4.3. At a minimum, assure that your market research documentation coversthe
following:

1.2.3.4.3.1. The functionthe productor service mustdo.

1.2.3.4.3.2. The performance qualities and attributes of the product or service.
1.2.3.4.3.3. Physical characteristicrequirements or constraints.

1.2.3.4.3.4. Requiredordesired delivery schedule.

1.2.3.4.3.5. Summarize decisions that will result from your market research. For
example, discuss whetherthere are commercial or non-developmental
items available to meetyourrequirements and identify the value or
shortcomings of each. This will form the basis of your commerciality
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determination. Additionally, describe the extentto which the market
offers competing solutions orwhetheronly one source meets your
needs. Finally, describe any remaining elements such as training,
inspection, acceptance, and warranties.

1.2.3.4.4. Questionsyou may be requiredtoanswerinclude, butare notlimited to:

1.2.3.4.4.1. Didyou contact any industry experts? If so, you’ll need to identify them
by name and how you contacted them.

1.2.3.4.4.2. Arethere any laws or regulations unique tothe item beingacquired?
For example, if you are purchasing computer hardware as part of your
software acquisition, are items available that contain recovered
materials and items thatare energy efficient? Are there statutory or
geopolitical constraints as to where equipment, subassemblies, or spare
parts may be manufactured?

1.2.3.4.4.3. What are the distribution and support capabilities of potential
suppliers?

1.2.3.4.4.4. What are the sizesand types of the potential sources?

1.2.3.4.4.5. Are there standard business provisions and conditions such as terms,
payment, freight, delivery, and warranties?

1.2.3.4.4.6. What isthe range of pricesencountered and rationale forvariance?
1.2.3.4.4.7. How didyou analyze your pricing data?

1.2.3.4.4.8. You will need to document how this purchase will supportyouragency’s
small business goals.

1.2.3.4.4.8.1. Forexample,isyoursabundledrequirement?

1.2.3.4.4.8.2. Canyourrequirementbe set-asideforasmall business
program?

1.2.3.4.4.8.3. You mustbe preparedto explain why or why not. Include the
specificsourcesand databasesyou used foryourconclusions. A
few examplesinclude:the System for Award Management,
Federal Procurement Data System, and the Small Business
Administration’s Dynamic Small Business Search.

1.2.3.4.4.9. Has your marketresearchidentified justone product or many that can
meetyourrequirements? In otherwords, are you competingyour
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requirementamong multiple product brands oracquiringjustthrough
one limited source?

1.2.3.4.4.10. Conducta Technical Evaluation. If multiple products will satisfy
the requirements, identify the minimum functionality needed and the
basis for selection of the product. Itisrecommendedto utilize the
technical staff and software Subject Matter Experts (SMEs) at this step.

1.2.3.4.4.11. Secure Brand Name Justification. If only one brand name
product will satisfy the requirements, a Limited Source Justification (LSJ)
or Justification and Approval (J&A) document may be required to
comprehensively explain the rationale. The difference between an LSJ
and a J&A isdependent on which part of the FAR you are following. If
you are using GSA Schedule ora DoD ESI BPA awarded againsta GSA
Schedule, secure an LSJ per FAR 8.405-6. Otherwise, secureaJ&A per
FAR 6.302-1.

1.2.3.4.4.12. Checkfor Inventory oran ELA. Once the Commercial-off-the-
Shelf (COTS) product solution has been determined, become familiar
with the contract vehicles pertinent to COTS software acquisition and
potential sources of existing DoD inventory or Enterprise License
Agreement (ELA) that can be leveraged.

1.2.3.4.4.12.1. Checkto seeifan ELA existsforthe productsrequired. Goto
www.esi.mil

1.2.3.4.4.12.2. Checkto seeif “DoD Inventory Exists” at www.esi.mil in
accordance with Defense Federal Acquisition Regulation
Supplementand Procedures, Guidance, and Information (DFARS
PGI 208.7403).

1.2.4.For additional information on market research, please visit www.esi.mil to view tutorials
covering market research.

1.3. OrderingProcess

1.3.1. If market research hasrevealedyourrequirementcan be fulfilled by aDoD ESI BPA, you
should become familiar with the processforordering softwarefromthem. There are
various pathways that can be taken depending onthe following core factors:

1.3.1.1 Has your marketresearch identified just one product or many that can meet
your requirements?

1.3.1.2. What isthe dollarvalue of your order?
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1.3.1.3. Who isthe buying organization?

1.3.1.4. Is there an Enterprise License Agreement (ELA) orinventory for the productyou
are seekingtobuy?

1.3.2. Basedon the answerstothe questionsabove, you may review the Ordering Process
Roadmap available onthe ESlI web site and select the pathway thatfits yourscenario.

1.3.2.1. Pathway A:Inventoryis Available

1.3.2.1.1. FAR 8.002 lays out the prioritiesfor use of mandatory sources and at
the very top of the list are inventories of the requiring agency or excess
from other agencies. Visit www.esi.mil and type “inventory” in the
search box and press “enter” to see ifinventory is available for the
product required. If a product inventory exists, review the contract
vehicles page on the ESI web site for the Publisher, Reseller, and
product information.

1.3.2.1.2. Next, fulfill yourrequirement in accordance with the inventory owner’s
instructions (these vary from agency to agency). Finally, receive, accept
and pay for (if applicable) your product.

1.3.2.2. Pathway B: ESL or ELA isin Place & Source is Limited

1.3.2.2.1.  This is the pathway to follow when only one brand of product meets
your requirements. There are two tracks you can follow on this
pathway. The first track is if an ESL existsfor the Publisher AND product
needed and a class Limited Source Justification (LSJ) has been executed
for your specific Publisher, product and organization. If thisis true in
your case, then order in accordance with the procedures in the ESL,
which vary from agreement to agreement. Finally, issue the award or
delivery order, fulfill or activate license, receive, accept, and pay (if
required).

1.3.2.2.2. The second track is if a Class LSJ or J&A does not existfor your specific
Publisher, product and organization. When the ESI ordering vehicleis
based off a GSA FSS, you will need to secure an LSJ, post your request
for quote (RFQ) along with the LSJ to GSA eBuy. When the ESI ordering
vehicleis not based offa GSA FSS, then secure a J&A and post it with
the RFQ to FedBizOps. Upon receipt of quotes, evaluate the terms,
conditions, and pricing. Finally, issue the award or delivery order, fulfill
or activate license, receive, accept, and pay (if required).
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1.3.2.3. Pathway C: Limited Source / Name Brand / Price Competition

1.3.2.3.1. Use Pathway C when only one brand of product will meet your
requirements. This pathway assumes there is no LSJ covering the BPA
under which you plan on placing the order. There are two tracks you
can follow on this pathway, dependingon the estimated dollar value of
your order.

1.3.2.3.1.1. If your order is expected to be greater than $150,000, you need to
secure an LSJ, post your RFQ and LSJ to GSA eBuy, and invite all DoD
ESI BPA holders who hold DoD ESI BPAs for the brand name product to
submit a quote. Upon receipt of quotes, evaluate terms, conditions,
and pricing. Finally, issue the award or delivery order, fulfill or activate
license, receive, accept, and pay for your software.

1.3.2.3.1.2. If your order is lessthan $150,000, you’ll needto obtain a limited
source rationale in the format prescribed by your contracting office,
post your RFQ and rationale to GSA eBuy, and invite all DoD ESI BPA
holders who hold DoD ESI BPAs for the brand name product to submit
a quote. Upon receipt of quotes, evaluate terms, conditions, and
pricing. Finally, issue the award or delivery order, fulfill or activate
license, receive, accept, and pay for your software.

1.3.2.4. Pathway D: Full & Open Competition

1.3.2.4.1. When multiple brands of products will meet your requirements use
Pathway D, Full & Open Competition. First, work with your acquisition
team to create afunctional specification document to include in an
RFQ. If the estimated value of your order is more than $150,000, post
your RFQ and specification to GSA eBuy and invite all DoD ESI BPA
holders to submit a quote. Upon receipt of quotes, evaluate terms,
conditions, and pricing. Finallyissue the award or delivery order, fulfill

or activate license, receive, accept, and pay for your software.

1.3.2.4.2. If the estimated value of your order is less than $150,000, email your
RFQ and specification to all DoD ESI BPA holders. Upon receipt of
guotes, evaluate terms, conditions, and pricing. Finally, issue the
award or delivery order, fulfill or activate license, receive, accept, and
pay for your software.

1.3.2.5. Pathway E: Pre-Competed Technical Solution
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1.3.2.5.1. If your agency has pre-competed atechnical solution, work with your
acquisition team to create a functional specification document to
include in your RFQ. For the purpose of this guide, a pre-competed
technical solution is defined as an ordering vehicle containing products
and/or services acquired under full and open competition to cover
your agency or component.

1.3.2.5.2. Next, order in accordance with the procedures in the ESL. Upon receipt
of quotes, evaluate terms, conditions, pricing then issue the award or
delivery order, fulfill or activate license, receive, accept, and pay for

your software.

1.3.2.6. Pathway F: A Third Party is Ordering on the Customer’s Behalf

1.3.2.6.1. Occasionally a software Systems Integrator (SI) or other contractor will
be acquiring the software as part of alarge-scale implementation
effort. For the purpose of this white paper, a large-scale
implementation effort is defined as an effort requiring more than
$150,000 in new license acquisition fees. In situations like this, the
contracting officer should follow the guidance at FAR Part 51 and, if
appropriate, provide the Sl a Letter Authorizing Use of a Government
Source of Supply (inthis case, DoD ESI).

1.3.2.6.2. The letter should include a clause stating the software remains
Government property. The Sl would then follow Modified Pathways A,

B, C, D, or E and in accordance with the terms of its contract.

1.3.2.7. For more detailed instructions on how to order from DoD ESI, please see the
Ordering Process White Paperorview the tutorials available at www.esi.mil.

1.4. Team Approach

1.4.1.The bestresultsina COTS software acquisition will come from a cross-disciplined team
workingaccording to the same plan. DoD ESI recommendsidentifyingthe teamearlyin
the acquisition life-cycle. The team approach isimportant because, if properly composed,
you will have the critical knowledge, skills, and abilities providing inputinto the
Requirements documentation. When building ateam, yourinitial considerations should
focus on exactly which skills and experience are needed.

1.4.2.Sometimes all of these skills residein Government personnel, butif necessary, contractor
SMEs should be utilized. However, itis critical that the Government avoids, neutrali zes, or
mitigates potential conflicts of interest before awarding contracts for such services.
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1.4.3.From the beginning you should establish the parameters, guidelines, and principles that
will govern the team. Project Managementdisciplines are key to success. You should set
realisticgoals, hold regular meetings with concise agendas, provideregularstatus reports,
maintainanissue trackinglog, and establish a project timeline.

1.4.4.The Team Approach requires multipleacquisition disciplines. The followingis alist of key
rolesinvolved throughout the acquisition process:

1.4.4.1. The leader of the team is the Program or Project Manager (PM), an individual
fromthe Operations or Technical community whois responsible for successfully
leadingthe acquisition team from requirement determination to completion.

1.4.4.2. A critical member of the teamis the Contracting Officer, whois responsible for
understanding the requirements and developing the best suited acquisition
strategy to successfully obtainthe required results.

1.4.4.3. Depending uponthe size, scope, and complexity of the requirement, a
representative fromthe organization’s CIO office may join the teamto ensure IT
governance strategies and policies are adhered to.

1.4.4.4. The Contracting Officer’s Representative or CORis an individual from the
technical community responsiblefor observingand documenting contractor
performance in accordance with the quality assurance surveillance plan (QASP).

1.4.4.5. The Software Product Manager (SPM) from DoD ESI should be leveraged at
varioustimestogaininsightintovendorand product trends and practices.

1.4.4.6. Rounding outyourteam should be representatives fromthe end user, Small
Business, Budget, and Legal communities.

1.4.5.Each of these key personnel will have varyinginvolvement throughout the procurement
life cycle, asshowninthe figure below.

clo - am e RIS o s & e o s ¢ a6 ‘et s o [ R (T

Role

PMO ———————— e ——————,———— e

Tech Team e R T T T T T T T T T aaam—— T TS

EndUserll| —— =====—c==r=-rresceresam s m e m s e —n

BEMII ~---=~~-~= e = e e

O e e e T OTE

SEMBI| ===~~~ e ~~=----oooEaore e

Legend The CIO role may vary depending on the IT

Heavy Involvement ————— Governance and policies of the organization and == « = + = + = « = .
LightInvolvement - - - - - ceeeaa. the size or complexity of the software project.
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FOUNDATIONALTERMS AND CONDITIONS

2.1. General Services Administration (GSA) Federal Supply Schedule (FSS)

2.1.1.

2.1.2.

2.1.3.

The GSA FSS isthe foundational agreement for the DoD ESI BPA and the end userlicense
agreement (EULA) terms and conditions.

Software licensingis addressed in GSA Special ltem Number (SIN) 132-33. A software EULA
isa commercial documentand must be reviewed (i.e. “scrubbed”) for conflicting
provisions to those found in the Federal Acquisition Regulation (FAR)/DFARS commerecial
contract clauses. In all cases, you should check forand nullify provisions that conflict with
Federal procurement laws.

When GSA awarded the FSS, they did NOT negotiate all the relevant terms and conditions
inthe EULA. Theirnegotiating scope is limited to the regulatory (e.g. FAR) and statutory
requirements. Therefore, it’simportant that you enhance certainimportanttermsand
conditionsinyourorderthat may not have been negotiated by GSA. Do notrely on GSA to
have negotiated the besttermsand conditions at the time the FSS was awarded.

2.1.4.You should review the terms secured in the FSS and determine which terms and conditions

2.1.5.

you will need to enhance atthe time of placingan order.

In July 2015, a GSA Regulation (GSAR) class deviation was issued to nullify certain terms
and conditions thatare commonly foundinacommercial supplieragreement, suchasa
EULA. Fifteen (15) provisions wereaddressed to take precedence overany conflicting
termthat is proposed by a vendorat any time in the acquisition life-cycle (i.e. when the
FSS isawarded, whenthe ESIBPAis awarded, whenanorderis placed). The fifteenitems
are described more fully inthe memo dated July 31, 2015 provided as Attachment B.

2.2. DoD ESI Blanket Purchase Agreement (BPA)

2.2.1.

2.2.2.

Check the ESI BPA or the applicable GSA Software Center of Excellence (SCoE) formerly
SmartBUY) agreementto see which terms and conditions have been addressed. Some
ESI/SCoE agreements have license addendums that revise the EULA.

You should review the applicable BPA and determine which terms and conditions you will
needtoenhance at the time of placingan order.

3. KEY TERMS TO BE FINALIZED AT THE TIME OF PLACING AN ORDER

3.1

3.1.1.

LICENSE GRANT

Parties
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3.1.1.1.

3.1.1.2.

3.1.1.3.

3.1.1.4.

3.1.1.5.

3.1.1.6.

Clearly identify all entities entering the contract, including the Government
organization placingthe order (forexample, major command, executive agent,
activity, budget support office (BSO), etc.)

Whenever possible, secure a written contractual commitment from the software
Publisher for key promisesinthe licenseagreement. Thisis known as privity, a
legal conceptthatrequires aparty to be contractually bound toanotherparty in
orderto have obligations enforced against that party.

When there is no contract between the Government and the software Publisher,
the Government could be prevented from obtaining damages or otherrelief from
the Publisherin court, causing substantial loss of value from the license. This
could be the case even whenthe Publisherauthorizesits Resellers to make
promisesonits behalf.

The best option for preventing privity from being a problem forthe Government is
to create privity with the Publisher forall promisesin the license agreement by
gettingthe Publishertosign the license along with the Reseller.

Since the license includes a much broaderset of contract promises than the
Publisher may agree to, it may be easierto get an agreementfromthe Publisher
limitedto Intellectual Property (IP) related issues than to getthe Publishertosign
the entire license agreement.

The next bestoptionisto incorporate inthe license (and physicallyattach) the
agreement betweenthe Publisherandits Reseller wherein the Publisher
authorizesthe Reseller to make IP related promises such as extending warranties.

3.1.2. Requirements

3.1.2.1.

3.1.2.2.

3.1.2.3.

The Government must obtain software to efficiently and effectively executeits
missions, performthe business processes, and meetthe requirements attached
to the ordering document as a formal exhibit. The requirements document
should be written so thatan unfamiliar person could read them and performa
testto determine if the software satisfies the requirements.

Duringthe RFP/RFQand proposal submission process, the Sellershould provide
a matrix that identifies the Government’s requirements that its products will
satisfy. The table shown in Attachment A (or something similar) should be used
to capture the Seller’'scommitmentsto meetthe Government’s requirements.

The table in Attachment A should be included in the solicitation forthe Offerors
to complete as part of their proposal submission. The percentagefit of the
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3.1.2.4.

3.1.2.5.

proposed solution should be a key evaluation factorto determine which
software should be selected.

When using this table, be aware of the requirements where the Offeror
indicatesthattheir product cannot meet that requirement. In that case, you will
need to determine how the requirement will be metorif it will be removed
fromyour list.

The ordering document should include a narrative explanation of why this
software was selected. Referto attachments when you need to incorporate vital
but lengthy documents.

3.1.3. Product Names and Functions

3.1.3.1

3.1.3.2.

3.1.3.3.

3.1.3.4.

3.1.3.5.

Ensure that all products are properly listed and functionality described in your
orderingdocument. Leverage content gained from marketresearch, your RFP and
the proposal response from the vendor.

Define the functionality to be performed by the software selected. List and
describe the licensegrantin detail. Referenceand attach vendorresponses,
promises, representations, product literature, specifications from web, and other
documentation promoting the features and benefits of the software selected.

The ordering document should contain adequate content that explains how the
software will perform, meetthe Government’s requirements, and any other
valuable information thatyou relied on during the selection process. This can
include marketing and sales information contained in the vendor’s proposal, onits
web sitesorfrom othersources.

The Sellershould guarantee that the products you are buying will meetyour
requirements. If requirements are written poorly, it could be construed against
you. So, this concept only works well if your requirements have been writteninan
objective andindependently measurable way. The Seller should also confirm that
you are buyingall the software you need to meetyourrequirements, whetherit’s
fromthe Publisher oranother Third Party. If the Sellerfailstolistall the software
needed to meetyourrequirements, then you could seek to recover damages from
them, which would be the cost of the additional softwareyou need.

The orderingdocument should clearly define the type of license or metricused to
define the license type (see section 3.2.3) thatyou will be granted forthe
software you are acquiring. If you are acquiring many different types of products
underdifferent license modelsin one agreement, thenidentify the type of license
for each product in an exhibit.
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3.1.3.6. Generally, commercial softwareis designed to function on many types of
hardware and with Third Party software developed by other companies, such as
database software. The Government should ensurethey may use the software on
any type of hardware, with any type of operating system, on any type of network
and with any othertype of software applications.

3.1.3.7. Checkfor specificlicense restrictions imposed by the software Seller limiting the
type of hardware on which their software will operate or requirements to only use
a certain operating system or database in order for their software to operate.
However, if there are limitations that the Government must adhere to, then the
Sellershouldlisttheminthe orderingdocument. If there are restrictions on
supported platforms, the Government must determine if they will incuradditional
cost to meetthese exceptions (e.g. if you do not have the platforms cited). Make
sure the hardware team only loads this software on the supported hardware. This
will prevent compliance issues. Thisalsoisimportantwhenyouexperience issues
that arise underyour maintenance agreement. Forexample, if you are running
the software on an “unsupported” platform, then the maintenance obligations
may not be enforceable againstthe Publisher.

3.1.4. Duration

3.1.4.1. Definethelengthof time you are contractually allowed to use the software and
the duration of time the requirement will exist (i.e. shortterm orrecurring).

3.1.4.2. The most common software licenseis a perpetual license thatallows the
Governmentto use the software in perpetuity (i.e. forever).

3.1.4.3.  In certaincircumstances, the Government may only need to use the software for
alimited duration of time. If the price makes sense, then a “term” or subscription
license with afixed end date may make sense. Term licenses (limitedto a
duration of time), may necessitatethe use of a different categorization of funds
(aka color of money) than forthe purchase of perpetual licenses.

3.1.5. PermittedUse

3.1.5.1. All required and anticipated uses should be included. In some cases, the more
general the grantlanguage, the better. For example, “the software can be used
by Licensee forall lawful business purposes”.

3.1.5.2. When other uses are required or limitations are acceptable, they should be
enumerated. Examples follow:

3.1.5.2.1. “The software may be used fordemonstration purposes to Licensee’s
internal and external Customers”.
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3.1.5.2.2. “The software may be used for testingand development of applications to
be distributed by Licenseeto authorized users and not forresale”.

3.1.5.2.3. “The Licenseis hereby granted at no charge to allow the Licensee to
perform an evaluation of the software and forno otherreason”.

3.1.5.3. Beware of restrictions on use. Some clauses proposed by vendors may prevent
the Licensee fromintended and necessary uses. Forexample, avoid clauses such
as: “the software may not be used for internet transactions oraccess.”

3.1.5.4. Product Substitution / Reuse Clause

3.1.5.4.1. Incertainlicense agreements, software Sellers try to prohibit the
Government from buyinga competing product afterthe license expires or
terminates. The clause to look foris sometimes called “Substitution or
Reuse”, “Product Substitution”, “Non-Substitution”, or just “Reuse”.
Sometimesthe languageisinserted intoanagreementwith notitle atall or
itis placed somewherein the option year clauses of multi-yearagreements.
At firstglance, you might think the clause sets forth the Seller’srightto
substitute orreplace one of its products with another newer product —or
that it might specify the Government’s right to reuse the Seller’s product
afterthe end of the agreement. Thatis not the case. The titlesdo not fully
describe the intended purpose of the language in the clause —language that
isdesignedto prohibitthe purchase of any product that competes with the
vendor’s productfora stated period of time.

3.1.5.4.2. There currentlyis noknown Federal law or Federal Acquisition Regulation
(FAR) provision prohibiting such aclause. Therefore, you could find thata
“Substitution and Reuse” clause inyour agreement might be upheld bya
court. That possibility should be avoided by striking the clause from any
agreementforhardware or software.

3.1.5.5. Periodically, the Government may seek to acquire a complete operational
software solution thatincludes the softwarelicense and the services required to
implementand integrate the software. The operational solution may then be
managed by a third party Systems Integrator (Sl). In some cases, the software
may be considered Government Furnished Equipment (GFE) that will be
acquired by the Sl. In that case, the software license should be owned by the
Government sothatoperations will not be interrupted if management of the
software solution needs to be transferred to anew party or Government
organization.
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3.1.5.6.

Refertothe Virtual De-Installation section 3.1.12.3to address the third party
Vendor’s obligation to remove the Government’s data and the software licenses
fromthe third party’s servers.

3.1.6. Authorized Users.

3.1.6.1.

3.1.6.2.

3.1.6.3.

3.1.6.4.

3.1.6.5.

3.1.6.6.

3.1.6.7.

The grant of the license should extend to as broad a user base as possible and
describe the authorized DoD or Federal entities that can use the software. (e.g.
Enterprise, Program, Command).

The list of authorized users should include the type of personnel who may use the
software, such as: Government personnel(both Military and Civilian), Contractors,
and otherthird parties supporting the Government as needed. Be sure that third
parties have use rights when working on behalf of the Government orwhen
providing services to host Government-owned licenses.

A preferred definition may be used to not limit the description of specific
positions ortitlesand merelyindicate thatall personnel who supportthe
Government’s mission may use the software, subject to the quantity of licenses
that are granted.

The EULA should not restrict the Government’srightto transferthe license toany
otherorganization within the Department of Defense —known as “Affiliates” of
the original licensee. See the MSLA template for asample Transfer Right clause
and fora definition of “Affiliate”.

The Government should secure the rightto transferany or all of the licensesto
any “affiliated” organization within the DoD. This occurs in the commerecial
industry by granting the license to “entity x and any affiliate of entity x”.

The best practice clause suggested by DoD ESI mirrors a typical commerecial
software licenseissued to a company with many operating divisions or companies.
The concept of “affiliate” is used to represent acompany that may be owned or
controlled by the original licensee. This clause allows for the transfer of licenses to
any affiliated entity without any additional cost. The term “affiliate” should be
clearly but broadly defined in the Glossary attached tothe MSLA (see Attachment
A) and isintroduced inthe MSLA to treat the Licensee as an enterprisethat
includesits affiliated organizations.

Ensure that the EULA includeslanguagethat allows for changesin organizational
names or the transfer of a missionto a new organization (e.g. BRAC) without
hinderingyourright to use the software or imposing any additional cost.
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Determineif athird party will be hosting the software and therefore must be
identified as an authorized user of the software license.

3.1.7. Geography.Identifythe geographiclocation wherethe Government may use the
software.

3.1.7.1.

3.1.7.2.

The default position and standard clause should allow use of the software ona
world-wide basis. Only in certain exceptional circumstances should the
geographiclocation be limited.

Site licenses are limited to a geographiclocation and should be avoided. The right
to transferlicenses should be retained in case of Base Realignment and Closure
(BRAC) or other reasons such as movement of mission from one office to
another, which may be movedto a different geographiclocation.

3.1.8. Languages. Identify the language(s) required forthe following:

3.1.8.1.

3.1.8.2.

3.1.8.3.

3.1.8.4.

3.1.8.5.

3.1.8.6.

The userinterface screenviews;
Documentation;

File names;

Supportdesk personnel;
Training classes.

Note: Multiple languages may be needed to support foreign coalition forces and
authorized foreign nationals supporting the Government. Be sure to specify that
“American English” isthe required languageforthe items listed above.

3.1.9. Quantity

3.1.9.1.

3.1.9.2.

3.1.9.3.

Clearly definethe basis ormetricfor counting the number of licenses the
Government may use. (Refertothe license metrictype section (3.2.3 Metric
Usedto Determine the License Price) to review definitions of named users,
concurrentusers, processors/cores, virtual, unlimited, enterprise, etc.)

Clearly definethe actual quantity the Government may use.

Ensure that you have the rightto make an unlimited number of copies of the
software (free of charge) forinternal use in non-production instances. Copies
would not be distributed in quantity beyond the number of licenses actually
paidfor.
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3.1.9.4.

3.1.9.5.

Ensure the Government hasthe right to create a certain numberand type of
copies without additional cost for disasterrecovery, continuity of operations
(COOP), orotherrisk prevention purposes. You may need to secure home-use
rights under certain circumstances for Government employees.

Determine if virtualizationis goingto be used by yourIT departmentto enhance
the performance of yourservers and whetherthat will impact the number of
licensesyouneedtoacquire. See section 3.2.8for information on Virtualization.

3.1.10. Audit Rights

3.1.10.1.

3.1.10.2.

3.1.10.3.

3.1.10.4.

3.1.10.5.

Publishers typically seek the contractual right to perform audits on Government
IT systems to determine if the Governmentisin compliance with the terms of
the software license agreement. This presents several significant problems for
the Government. Namely, it createsrisk when anyone otherthanacleared
individualis performing any type of function on a Government system.
Government systems should not be opento third parties forauditing without
protection and protocol.

The DoD ESI recommendationisto not allow the Publisher the right to perform
an auditthat it controls. The standard DoD ESI clause describing the
Government’s self-audit procedure should be the sole means for determining
compliance. This clause can be found in the MSLA template.

When seekingto secure self-auditrights, it will be helpful to explain to the Seller
that the buying organization has a software license management processin
place that helpsthe Governmentknow how to countthe number of licenses it
ordered, received, deployed and hasin use at any time.

For more information, referto the Self-Audit Checklist on the ESl web site.

If Self-Audit Rights cannot be secured, then secure the following rights to
protect the Governmentif the Publisher ora third party will perform the audit:

3.1.10.5.1. The Government mustapprove in advance the third party who will

performthe audit and the software tools to be used to execute an audit.

3.1.10.5.2.  Require appropriate security clearances for the personnelwho will

performthe audit.

3.1.10.5.3.  Require areasonable amount of advance notice of an audit (e.g. 60 days).

3.1.10.5.4.  Limitthe auditrightsto not more than once each year.

3.1.10.5.5.  Remove any payment obligations to avoid anti-deficiency issues.
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3.1.10.5.6.  Require aconfidentiality clause to preclude the publisher orany auditors
from “sharing” audit results with any third parties.

3.1.11. Temporary Use of Software in Times of Conflict

3.1.11.1. Because the Governmentisina unique position to encounterand manage
major conflicts throughout the world, it needs flexibility to use software in
these unique events. The Government should secure the right to use and
deploy additional licenses to respond to these emergency situations.

3.1.11.2. If the Government determines that the licenses will be needed foran extended
period of time beyond their Temporary Expeditionary Deployment (TED) time,
thenit may needto pay for those additional licenses at that time. This clause is
most commonly applicable inan Enterprise License Agreement (ELA).

3.1.11.3. See the MSLA template forthe recommended DoD ESI clause.
3.1.12. Ownership and Use Rights
3.1.12.1. Data Ownership Rights

3.1.12.1.1. Ensurethat the Governmentowns all rightstoits data at all times
regardless of location and that it retains the exclusive rights to use the
data. This clause should explicitly prohibit the vendor from using the
Government’s dataforany purpose otherthan to meetthe Government’s
mission.

3.1.12.1.2. Ifyou engaged athird party to host yoursoftware orenteredinto a SaaS
(software as a service) agreement, be sure that your data will be
transferredtoyou or your designated resource upon your notification and
that all copies will be permanently and completely removed fromthe
Vendor’s servers coincident with the transfer.

3.1.12.1.3. Remove any clause thatallowsthe vendorto destroy or otherwise dispose
of your data if you don’ttake possession of it within alimited period of
time.

3.1.12.2. Derivative Works Ownership Rights

3.1.12.2.1.  Inorderfor commercial software to fully meet the Government’s
requirements, certain customizations, enhancements, interfaces, and
other custom software may need to be designed. These custom software
components might be categorized as “Derivative Works” because their
functions might be derived from the commercial software application.
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3.1.12.2.2.

3.1.12.2.3.

3.1.12.2.4.

3.1.12.2.5.

3.1.12.2.6.

As an example of derivative works, we can use the development of a
screenplay by Party B based on a book written by Party A. The book isthe
original creative work thatis copyrighted and owned by the authoror the
Publisher.Inorderto create a new work based on the copyrighted
content, the screenplay writer needs to obtain the contracted permission
of the book owner. This same general principle applies to software.

The orderingagreement should clearly definewho owns the rights to
derivative works created from the software originally owned by the
software Publisher. If the agreement does not address this at all, thenthe
general legal principle willgrant the Publisher the right to all derivative
works. Government Buyers can certainly negotiate the right to own the
rights to derivative works.

The question to ask before negotiating for ownership of derivative works
iswhetherthe Governmentreally needs to own the derivative work orifa
license touse itwill meetthe Government’s needs. Ownership might be
necessary if the derivativework should not be in the publicdomain. For
example, if the Government modifies a piece of gamingtechnology to
train U.S. forces on battlefield tactics, those modifications should
probably be owned by the Government. Onthe otherhand, ifa
modification to financial softwareis created to enable fundsto be seenin
appropriate Governmentaccounts, there would likely be noneed to own
that modification. The determination asto whethera derivative work
needstobe ownedor notshould be made by expertsinthe end user
organization who know how the derivative works will be used, along with
guidance fromlegal counsel.

Ifitis determinedthatalicense to use a derivative workis sufficient and
ownershipisnotrequired, then the language should include the
Government’srighttoa “perpetual” (thisisthe duration of the license),
“world-wide” (geography), “royalty-free” (the price) license to use the
derivative work. See the sample clause inthe ESI MSLA.

If the Government decides ownershipis required, thenthe Publisheris
likely toseek payment forthat ownershiprightsince it will preclude the
Publisherfrom using that derivative workinits product for other
Customers. The Governmentshould estimatethe value and price itis
willingto pay forowningthe derivative work.

3.1.12.3. Virtual De-Installation of Software
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3.1.12.3.1. In many cases, Government access to COTS software involves
participation by a third party. Examplesinclude Software asaService
(SaaS) licenses hosted by someone otherthan the Software Publisher or
Reseller, COTS software licenses acquired by Systems Integrators (SI) on
behalf of the Government for use ina Government Program, and COTS
licenses acquired by Systems Integrators who operateand manage the
licensed software forthe Government.

3.1.12.3.2.  Inthesescenarios, the Government may take title tothe license laterin
the life of the license, so the licenseterms must contemplate that change
inownership. The Government must ensure it has uninterrupted use of
the license and access to the software, whetheritis hosted oracquired
(or both) by a third party.

3.1.12.3.3.  Oneimportantaspect of ensuringthe Government has this uninterrupted
use and access involves what happens when the third partyisreplaced or
isremoved altogether. License agreements are often silentabout what
happens underthese circumstances —orworse, they explicitly require the
software to be physically de-installed and re-installed underanew
contract and a new license. This could potentially cause a disruption of
service tothe Governmentandinthe more severe cases, it could impact
the integrity of complicated systems that have numerous enhancements,
modifications andinterfaces.

3.1.12.3.4.  Theterm “virtual de-install” has been coined to mean the software
Publisher will notrequirea physical removal of their softwarefromthe
hardwareitis installed on, but will allow a paper change of licensee
and/orhosting provider without requiringa new contract numberor a
new license number.

3.1.12.3.5. The DoD ESI MSLA template provides samplelanguageto achieve these
purposesinthe three primary scenarios described above. The languageis
designedto be tailorable to accommodate variationsin the facts of each
situation encountered by the Government procurement professional.

3.1.13. Source Code Escrow

3.1.13.1. Whenlicensingcommercial software, the Government (as the Licensee) typically
receives Object Code from the Publisher. The Publisherretains all ownership
rightsand possession of the Source Code to prevent unauthorized copying of their
intellectual property. (refertothe video tutorials on Intellectual Property)
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3.1.13.2.

3.1.13.3.

3.1.13.4.

3.1.13.5.

3.1.13.6.

3.2. PRICING

In certainsituations, the Government may need access to the Source Code
developed, owned and licensed by the Publisher. This need could occurif the
software Publisher files for bankruptcy or ceasesto support the software
application, forexample.

To protectthe Government’s bestinterest, the Government canrequire the
PublishertodeposittheirSource Code into an escrow account managed by an
independent third party.

Under certain circumstances defined in the Escrow Agreement, the Source Code
would be released to the Governmentforitto continue its operational use of the
software.

Escrow agreements typically carry asmall charge peryear. It isrecommended that
the Government pay a technical experttotest the Source Code thatis deposited
to ensureitisthe same Source Code required by the Government. Testing should
be done for all new versions released and deposited by the Publisher.

All Source Code Escrow Agreements are not written the same. DoD ESI SPMs
make available asample Source Code Escrow Agreement Template written to
protecttheinterests of the Licensee.

3.2.1. Total Cost of Ownership

3.2.1.1.

3.2.1.2.

3.2.1.3.

3.2.1.4.

Software Acquisition Price/Cost, especially if the software is part of a system,
should neverbe looked at solely from the perspective of the price of the initial
acquisition. It mustbe looked at using the concept of Total Cost of Ownership
(TCO). In DoD, we sometimes referto this as Life Cycle Cost (LCC).

A simple old-schoolanalogy is that of razors and razor blades. Does the price paid
for the razor solely determinethe Total Cost of Ownership, oris the longterm
cost of razor blades equally or more important?

Best Value analysis of software acquisition should be looke d at underthe umbrella
conceptof TCO, with analysis grouped in three areas —Requirements Fit, Price,
and Terms & Conditions.

A detailed TCO/LCC estimate should be performed for every substantial software
acquisition, especially when there are multiple solutions and offers. An offerthat
looks significantly less expensive based oninitial acquisition cost may end up
beingfarmore expensiveon aTCO basis. If nothingelse, an LCC/TCO analysis
provides us with budgetary estimates for currentand future years.
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3.2.2. Financial Investment Elements in Software Acquisition

3.2.2.1.

3.2.2.2.

3.2.2.3.

License or Subscription Price. Thisis the acquisition price you pay (upfront) forthe

rightto use the software for perpetuity (if aperpetual licenseis acquired)orfora
fixed duration of time (if aterm or subscription licenseis acquired).

Maintenance and support price. When licensing software on a perpetual basis,
you will typically pay afee on an annual basis to keep the software currentand

receive product support as needed. Typically, thisis expressed as a percentage of
the netlicense fees you negotiated to pay forthe right to use the software. For
termor subscription based licenses, the cost for maintenance and supportis
includedinthe base subscription price.

Training and other services price. These costs are incurred for the incremental

supportyour organization may need, typicallyfortraining and consulting services.
Consulting services include software configuration, interface development,
customizations, custom reports required, extensions, etc.

3.2.3. Metric Usedto Determine the License Price

3.2.3.1.

3.2.3.2.

Software is unique inthatyou can pay different prices for the exact same usage
rights dependingonthe licensing/pricing metricyou select.

Clearly understand and accurately define the metricor measurement used to
determine the price being charged. Sample licensing metrics are shown below:

3.2.3.2.1.  Named User/Device

3.2.3.2.2. Concurrent User/Device

3.2.3.2.3.  Processor/ Central Processing Unit (CPU)

3.2.3.2.4.  SiteLicense. Note - thistype of license includes geographic
restrictions. Ensure thatyou make appropriate provisions for off-site
access, location changes, office/building moves, BRAC, etc. Thisis not
arecommended license method.

3.2.3.2.5.  Enterprise. Custom definition of licensed programs and use rights,
across an aggregated community acting as one Customer (e.g.
command, an entire Department, all of DoD, etc.)

3.2.3.2.6. Check for unusual license metrics, such as use chargestied to virtual
machines orremote access.

3.2.4. Software Cost and Price Impact

3.2.4.1.

Software Publishers have already spent the money to develop the software they
are sellingtoyou. Ahuge part of theirongoingcostisspenton developers
refiningtheir existing and developing new software. Thus, theyincurvery
minimal costs fora specificsale.
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The cost they do incurdirectly related to a sale is primarily sales compensation,
whichisnotincurredif the sale does nothappen. This cost structure allows
software Publishers to offersignificant discounts based on factors thatare
important to their company, especially on large acquisitions.

3.2.5. Discounting

3.2.5.1.

3.2.5.2.

3.2.5.3.

Obtain discounts on large orders. Discounting greaterthan the
ESI/SmartBUY/GSA price is not only allowableitis expected when buying
guantities greaterthan one license. Most agreements require acompetition at
the order level,so spot discounting can be obtained through the solicitation
process.

See recommended discountlevelsinthe table providedin Attachment C based
on the size of your order.

Maximize yourbuyingevent. Youwillhave the best chance to getthe better
pricingwhen some orall the following circumstances exist:

3.2.5.3.1. You place yourorder nearthe end of the Publisher’s fiscal year orfiscal

quarter.

3.2.5.3.2.  You can consolidate buyingand orders within yourorganizationorin

conjunction with another organization toform one much largerorder.

3.2.5.3.3. Youselectthe bestlicensing metric(SeeSection 3.2.3above) foryour

requirements and situation.

3.2.5.3.4. You leverage acontract vehicle, such as DoD ESI for pre-negotiated terms

and conditions.

3.2.5.3.5.  You remove contingencies fromthe order, such as requiring new

3.2.5.4.

functionalityto be delivered priorto acceptance. This will allowthe
Publishertorecognize the revenuefromyoursale inthe current period.

Ensure you are getting the Best Value.

3.2.5.4.1. PerformBenchmarking. Find outfrom peers, KOs, SPMs, and other

software acquisition personnel within DoD who have recently acquired the
Publishers software. Research otherapplicable transactionsand develop a
sense of what the real market price is, and what drove the price.

3.2.5.4.2. As applicable, ensure that Best Value analysis has been performed.

3.2.5.4.3. Seethe DoD ESI Best Value Toolkit at the following link: www.esi.mil
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3.2.5.4.4. Contact the DoD ESI Software Product Manager (SPM) if ESl is not the best

value.See DFARS 208.74 and follow the procedures at PGl 208.7403.

3.2.6. Key Terms Related to Pricing

3.2.6.1.

3.2.6.2.

3.2.6.3.

3.2.6.4.

3.2.6.5.

Obtain Most Favored Customer Treatment. Ensure you are receiving the best
price received by commercial and Government Customers under comparable
buying circumstances (e.g. similar quantities). For more information, seethe
GSA Acquisition Regulation section 552-238-75-Price Reduction Clause.

Lock in Price or Discount Levels for Additional Products. Have options been
includedtolockina discounted price ordiscountlevelsforyour life-cycle
requirements? Considerthe duration of the requirement. If out-yearcoverage
isneeded, includeoptionsinthe procurementto streamline acquisitions and
competitivelysecure fixed prices for known out-year needs of existing products.

Do not include undeveloped products or promised but not yet existing
functionality—these are referred to as “Future Products” and cause significant
issuesforthe Publishers financial measures. If they do grant access to future
products, expectafar smallerdiscounton any acquisition that commits themto
“Future Products or Functionality”

Lock inthe Maintenance Rate beyondthe First Year. (see more below inthe
maintenance section)

Secure Discounts on Education or other Services.

Address Repackaging of Software. Include languageto ensure thatthereisa
rightto use already licensed software with no change to maintenance and
supportfeesifthe software company creates (oracquires) asubstantially
similar product (to the one already licensed) and marketsitas a new product.

3.2.7. Benchmarking

3.2.7.1.

Itisimportantto define and measure the criterion that determines whether you
are achievingbestvalue forthe Governmentin each transaction. To assistin this
effort, abenchmarkingtool is offered by DoD ESI. You may adapt the criteria
proposedinthe tool to fit yourtransaction. The criteriaincludes factors such as
the percentage fit of the proposed productto your requirements, pricing
information, and terms and conditions to be used in assessing software
capabilities and comparing alternate products and approaches. Itisimportant to
validate this criterion with the end-user community, PMO, technical resources,
and software licensing SMEs. Once the criterionis defined, you will be ready to
conduct market research and determine commercial standard practices of the
applicable Publisher/Vendor.
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3.2.7.2.

To populate the Benchmark Table, search (available in the Best Value Toolkit)
Governmentand commercial industries forsources of transaction data. A best
practice is to use 2-4 similartransactions as this will offerabetterinsightinto
Vendor practices. Onan item by item basis, assign ascore forthat transaction's
result onthat item comparedto the "Best Case" for that element. Usinga
weighting of the individual data element scores (high weight to more important
items), establish an overall transaction score. Note any potentially risky or
negative elements of the transaction. Use the Benchmark Table to establish
your negotiating position, including desired results and fallback positions.

3.2.8. Virtualization

3.2.8.1.

3.2.8.2.

3.2.8.3.

3.2.8.4.

Virtualization can be defined as the process of making one physical asset behave
like more than one asset. To allow |.T. resources to be shared, Virtualization
software can create and manage multiple logicalviews orvirtual devices from
just one physical device.

Each virtual device can be assigned to different usersin one or more
organizations, each with its own characteristics and capabilities. The physical
capacity of the device can be shared across those virtual views.

Virtualization can have an effect on almost every clause of a EULA. It can
impact, for example, the scope of the License Grant, the responsibilities for
Maintenance and Support, and the applicability of Service Level Agreements, to
name a few.

Publishers are aware that their software might be used more efficiently with
virtualization. Whilethatis generally agood thing, itcould resultinless revenue
for them. Most Publishers have devised waysto preventlostrevenue by
adjustingtheir pricing. Thisisespecially true forsoftware thatis priced onthe
basis of processorsinstead of users, particularly database software. Sometimes
the pricingalgorithms are very confusing. Accordingly, be sure you understand
the impact of virtualization onyourlicense price.

3.3. WARRANTIES

3.3.1. Thereare three warrantiesthat every EULA shouldinclude:

3.3.1.1.

3.3.1.2.

3.3.1.3.

A product performance warranty
A third party product warranty

An intellectual property warranty
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3.3.2. There should be anexpress product performance warranty inthe EULA that addresses
the following points:

3.3.2.1. Who is covered by the warranty?

3.3.2.2. What is covered by the warranty?

3.3.2.3. When does the warranty beginand how longwill itbe in effect?
3.3.2.4. What are the remedies provided forabreach of the warranty?

3.3.3. Whois covered by the warranty and the importance of Privity of Contract to the
enforceability of the warranty?

3.3.3.1L The EULA should specify that the warranty isissued by the Publisherand that
the Governmentanditsauthorized users are covered by the warranty.

3.3.3.2. If the EULA is entered into with a party otherthan the Publisher (e.g.,a
Reseller), the warranty promise could be unenforceable because of a lack of privity
of contract between the Governmentand the Publisher. See the section on “Privity
with the Publisher”insection 3.1.1above for more information about the
importance of privity and how it can be created.

3.3.3.3. If the EULA is entered into with a party otherthan the Publisher —and the
product performance warranty is not the Publisher’s standard warranty (see the
section below re “Whatis covered” and the discussion of non-standard warranties)-
thenthe privity issue becomes extremely important. Itis mandatory that the
Publisherexplicitly agree in writing to the terms of a non-standard warranty.

3.3.4. Whatiscoveredbythe warranty? What is the scope of Performance Warranty
Coverage?

3.3.4.1. In addition to the standard protections against bugs and defectsin software
performance, the Government may need the warranty to coverthe ability of the
software to perform specificfunctions promised by the Publisher. The Publisher’s
standard warranty language may not be sufficient to provide this protection.

3.3.4.2. Determine the acceptability of the Publisher’s standard performance warranty
provision based on the type of productyou are licensing.

3.3.4.2.1. Istheproducta “plugand play” product that will be operational and useful
by merelyloadingitontoa computerto getstarted (Let’s call this “Simple
Software”)? Microsoft Office would be one example of this type of software.
In this case, a standard warranty clause may typically suffice due to the low
risk nature of problems.
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3.3.4.2.2. Doesthe product require implementation, configuration, integration or
othercomplexservices beforeitcan be usedina production environment?
(Let’s call this “Complex Software”.) In this case, a standard commercial
warranty clause will typically NOT suffice.

3.3.4.2.2.1. For complex software, secure awarranty provision similarto the clause
recommended by DoD ESI in the MSLA Template.

3.3.4.2.2.2. The warranty should refertothe Government’s written requirements
directly by includingthemin the EULA as set forth in the MSLA template
or, ifthe requirements are in one or more separate documents, asa
formal and incorporated attachment to the EULA.

3.3.4.2.2.3. Where a non-standard warranty is required, the scope of performance
definedinthe warranty clause should ensure that the software acquired
will meetthe Government’s functionaland technical requirements.

3.3.4.2.3.  Incorporate any relevantdocumentation thatthe Seller provided to market
and usedto sell theirproduct to the Government.

3.3.4.2.4.  Beware of a warranty provision that commits the Publisher orthe Reseller
to a performance standard thatis defined in THEIR documentation. They
can disguise ordisclaim any true obligations within the documentation
they write abouttheir product.

3.3.5.  Whendoesthe warranty beginand how longisitin effect? (aka Duration)

3.3.5.1. Determineifthe warranty durationisreasonableforthe type of software thatyou
are acquiring.

3.3.5.2. Thestart date of the warranty should commence upon yourformal acceptance of
the software, which should only occur upon complete and positive testing by
authorized usersto determine compliance with your applicable requirements or
upon first productive use by the Governmentinits production environment.

3.3.5.3. The warranty period should be fora period of time thatis adequate foryou to
discoverdefectsin the software. For Complex Software, a warranty period of one
year after youracceptance of the software should be sought ora period of time
that givesyou a reasonable period to discoverany defects.

3.3.6. Remedies

3.3.6.1. Whenadefectoccurs, the warranty provision should obligatethe Publisherto fix
bugs and defects at no charge to the Government.
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3.3.6.2. Definethe circumstances wherethe Governmentis entitled toreturnthe

software fora full refund. Ata minimum, thesecircumstances shouldinclude the
failure of the software to meetthe Government’s requirements as documentedin
the EULA. Ifthe Publisherattemptsto definethe circumstancesforreturningthe
product for a full refund as “a failure to substantially meet” the requirements, it
would be advisable to define in the EULA what is meant by that language. Insome
cases, where the expenditure of funds for software and implementation services
is “substantial”, it might be worthwhile negotiatingaremedy thatincludes more
than a full refund of the money spent on the software license. The expenditures
on contractor services and internal Government costs forimplementation might
be considered forreimbursement. Inthiscase, the provisions of FAR52.212-4 (p)
regardinga prohibition against consequential damages should be specifically cited
as not applicable to the expenditures for contractorservices and internal
Government costs since they are not “consequential” but are direct expenses.

3.3.6.3. Includelanguage thatsuspends (ortolls)the warranty period while defects are

3.3.7.

3.3.8.

3.3.9.

beingaddressed.

FAR Warranty Provisions. Incorporate by reference the warranty provisions of FAR
section 52.212-4 (o) where warranty of merchantability and fitness fora particular

purpose are specified. Beware of (and seek to disallow) adisclaimer by the Publisheror
the Resellerto nullify this FAR warranty provision.

Third Party Software Warranty

3.3.8.1. Thewarranty should extend to the performance of software developed or
owned by a third party otherthan the Publisher (third party software) thatis
embeddedinthe Publisher’s software product (primary software)licensed under
the EULA. This couldinclude proprietary oropen source software.

3.3.8.2. The Governmentshould request thatthe Publisher provide acompletelist of

third party products (proprietary and open source) thatare includedin the
productyou are licensing fromthem.

3.3.8.3. ThePublishershould warrant thatthey have the rightto use all third party
software embeddedintheir products and that the third party software will meet
the Government’s stated requirements.

3.3.8.4. ThePublishershouldindemnify the Government from any obligationto (i) enter

alicense with or(ii) pay any feestoany other party in orderto use the software
acquiredinthelicense.

Intellectual Property Infringement Warranty
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3.3.9.1. The “basis of the bargain” involved in licensing software includes the Publisher’s
ownership of the software (actually the ownership of the intellectual property
underlying the software). Withoutthat ownership, the legal right and ability to sell
licensesto use the software would be questionable, if not non-existent.

3.3.9.2. The Governmentshould requireawarranty from the Publisher stating that the
Publisher ownsthe software and all underlying IP without limitation —and that the
Publisherhasthe unconditional and unfettered right to license the software.

3.3.9.3. The Government should requirethe Publisherto also indemnify the
Government against any claims made by any party alleging that the licensed
software infringes the IP rights of any such party. The indemnification should include
provisions and processes relating to the defense of such claims, the reimbursement
to the Governmentforanylosses orexpensesincurred by the Governmentdue to
any claims of infringement and the obligations of the Publisher when an
infringementclaimis successful. The MSLA template includes the EULA language
that should be used to cover this topic.

3.3.10. Negotiability of the Warranty Clause

3.3.10.1. Beware of the Publishertakingthe position that the Government must acceptthe
standard commercial warranty provision offered by a Publisher because the
Governmentis buyingacommercialitem (see FARPart 12).

3.3.10.2. Thestandard commercial practice is to negotiate the warranty provisionto meet
the needs of the Customer.

3.3.10.3. Also, the DoD Warranty Guide (Version 1.0September2009) encourages
negotiation of the warranty clause, stating that warranty is as important as price.
(See http://www.acq.osd.mil /dpap/pdi/uid/guides.html)

3.3.10.4. In additiontostriving for standard commercial terms when buying commercial
items, FARPart12 alsorequiresthatthe termsand conditions of agreements
meetthe bestinterests of the Government. Thisincludesthe warranty termsand
conditions.

3.3.11. Risk Analysis

3.3.11.1. General statement. A contractcan be thought of as a documentthatallocates
risk between the parties. Thisis especially true of warranty. The key questionto
consider—and the one that should be clearly answered by the warranty provisionis -
who should bearthe risk of loss if the product doesn’t “work”? One aspect of
answering that questionistoask which party isin the best positionto correcta
defectinperformance. Determining whetherthe product “works” should be an
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objective exercise of measuring product performance against athoroughly
documented et of standards. Asdiscussed above, when the productisa widely
used standard product with well-known capabilities (think of Microsoft Office)—and
whenthe Government’s requirements coincide closely with those capabilities —there
isno needfora non-standard warranty. Butwhenthe requirements are not
standard and the software is not standard, a non-standard warranty is required to
coverthe performance of the Government's requirements —and thorough
requirements documentationisrequired.

3.3.11.2.  KeyRisk Factors related to warranty. When evaluating whetherto negotiate for
a stronger warranty than the standard “the product will conform to the Publisher’s
documentation”, the following factors should be considered:

3.3.11.2.1. What is the product’s reputation in the marketplace for reliability ?

3.3.11.2.2. What isthe Publisher’s reputationinthe marketplace forcreating
reliable products and standing behind their quality and performance ?

3.3.11.2.3. Given the complexity of the software and the time it will take to make it
productive, isthe warranty starttime and length sufficienttoallow a
reasonable opportunity to discover defects?

3.3.11.2.4. Doesthe software require arelatively longand complex
implementation process to make it usable forthe Government? The longer
and more complex the implementation, the more likely amore robust warranty
isneeded.

3.3.11.2.5. What is the estimated costto support the product afterthe warranty
expiresversus the costfora more robust warranty?

3.3.11.3. Toolsand other methodsto evaluate risk are available. ESI has created a Risk
Assessment Tool to aid in evaluating the risk of EULA Terms and Conditions, including
warranty.

3.4. MAINTENANCE & SUPPORT
3.4.1. Base Year Pricing

3.4.1.1. Definetherate (usually apercentage)you will pay applied to the fully discounted
NetLicense Price (notlist price). Some commercial terms will specify list or catal og

price so contracts needto be explicit. Note thatdifferent software Publishers may
structure prices differently.

3.4.1.2. How doyou know ifyou are gettinga good price?
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3.4.1.2.1.  Researchthe marketfor reasonable rates. What have otherorganizations
negotiated? What are the current metrics showninthe Researchand
Advisory publications?
3.4.1.2.2. Do a sanity check. Checkthe maintenance ratiotolicense purchase price
and measure against current market conditions forthe size of your order.
3.4.1.3. Isthefirstyearof maintenanceincludedinthe license price?

3.4.2. Future Year Pricing (escalation or flat-lining)

3.4.2.1. Seektolimitthe amountthe maintenance fee can beincreasedinfuture years.
Seekto “cap”, “flat-line” (0% escalation) or keep the maintenance rate the same
for the firstfew years (2-4).

3.4.2.2. Contract options may be appropriate to secure an escalation cap and/orlock-in
future year maintenance prices. Check current market conditionsand Consumer
Price Index (CPI) forescalation rates.

3.4.2.3. Doestheright to use the software terminate when payment of maintenance or
supportfeesstops?

3.4.2.3.1.  Thissituationisusually associated with termtype licenses; howeverall
license and maintenance provisions must be reviewed regardless of license

type.

3.4.2.4. Is there an “all or none” provision?

3.4.2.4.1. Some Publishers may require all of the licensed software to be maintained,
precluding the ability to reduce the quantity of software if use
requirements change.

3.4.2.4.2. GovernmentBuyersshouldreviewthe End User License Agreement (EULA)
for all maintenance terms as well as all documentation that describesin
detail the maintenance entitlements thatare provided by the Publisher
evenif buyingthroughaReseller. The Publisheris responsible forthe
majority of software maintenancetoinclude upgrades, patches and fixes.

3.4.2.5. Review the documentation forasterisks orfine printthat may change whatyou
believeare your negotiated terms and conditions. If they exist, removethem.

3.4.2.6. As part of the market research on maintenance rates, contact ESl using the “Ask
an Expert” function (http://www.esi.mil/AskAnExpert.aspx) for historical
information on maintenance rates. Alsoreview the maintenance white papers

and videos ESl has posted on the website.

Your Preferred Source for IT Acquisition Across the DoD | www.esi.mil 35


http://www.esi.mil/
http://www.esi.mil/AskAnExpert.aspx

Q

—7

3.4.2.7.

3.4.2.8.

3.4.2.9.

Y ESI SOFTWARE BUYER’S GUIDE October 2015 www.esi.mil

Evenifthe maintenance priceisincludedinthe firstyearlicense price requesta
breakout of the license cost and the maintenance cost. Request thatthe
percentage of the license price to maintenance cost percentage be includedin
the quote. Thiswill assistyouin determining price reasonableness as well as
assuring that you are being quoted the correct percentage costin the license
price. Also, going forward you will know that the maintenance % and quoted
price for out-year maintenance does not use a price for a first year license that
includesamaintenance price.

There are many End User License Agreements (EULAs) that will have
maintenance escalation percentages listed. If you are able to negotiate the flat-
lined maintenance removethe percentagesinthe EULA. If youare not
successfulin negotiatingareduced percentage orflatlined escalation forthe
maintenance you should review any escalation percentages that existin the
Publishers EULA with the goal to modify that section of the EULA to decrease
the possibility of alarge maintenance percentageincrease.

If you acquire a perpetual license and the EULA has termination language that
restricts the use of the software if maintenance is not paid, then this term must
be removed fromthe contract. Use of a perpetual licenseshould never be tied
to continuation of maintenance payments.

3.4.3. The Scope of Product Entitlements to be Provided

3.4.3.1.

3.4.3.2.

3.4.3.3.

3.4.3.4.

3.4.3.5.

Customers should gatherand analyze the scope of productimprovements and
fixesthatareincluded in each type of maintenance offering. Generally,notwo
maintenance offerings are the same and carry different names. Forcertain
Publishers, updates, fixes and patches may be provided as a right under the
license agreement and may notrequire purchase of maintenance. Thisisrare but
worth investigating.

Major releases and upgrades may be considered the right to a future version of
the software and therefore may be included in your software maintenance price.

Selectthe maintenance package thatfits the Government’s requirements best.

Understand whatis included in the base maintenance price orrequestastructure
thatissuitedtoyour requirement.

In yourorder, clearly define the scope of maintenance thatis includedinthe
price. Include adetailed Service Level Agreement forresolving software defects.
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3.4.3.6. Understandthe terms of the commercial maintenance. Know yourrights. Clearly
define the scope of maintenance thatis includedinthe price, including detailed
Service Level Agreements for resolving software defects.

3.4.4. The Scope of Support Services to be Provided

3.4.4.1. Typically, asoftware maintenance agreementalsoincludesacertainlevel of
supportservices fromthe Publisher orthe Reseller. This mayinclude phone-based
technical supportfrom product experts. Itisimportantthat youunderstand what
supportisavailable bothinternally and externally. If there isan internal help
desk, what are theirexpertise and response times? Where does the request for
help go whenthe helpdesk orwhoever provides the level one response has to
elevateittothat level? The mostimportantlevel of supportisthelevel 3. If level
1 and 2 are unable toresolve yourissue the nextlevelhastoinclude the
Publisher. Especially if you are purchasing the software from a Reselleryou need
to ensure thatyou have the rights to reach out to the Publisher when acritical
level 3issueisidentified.

3.4.4.2. Understandthe differentlevels of supportthatare offered and whenit’s vital that
the Publisherbe under contractto provide level 3 (or equivalent) support forthe
product. Sample definitions of supportlevels are offered below:

3.4.4.2.1. Level1lsupportisusually provided by someone within the Buyer’s
organizations, such as an internal help desk. Atthislevel, thereisverylittle
impactto the Customer with minimal interruption of usage of the system.

3.4.4.2.2. Llevel2supportwouldbe neededwhenanissue thatis more impactfultoa
Customerand most processes are functional. The supportwould be raised
to level 2iflevel 1was unable toresolve the issue. Thislevelof support
could be from yourinternal Information Technology Department, a Reseller
or the Publisher.

3.4.4.2.3. Level3supportisrequired whenthereisasignificantimpactonthe system
use and level 1and 2 have not been able toresolve theissue. When this
occurs, only the Publisher can address and resolve the issue because access
to the source code by the software developers may be required to diagnose
and fix the problem. Onlythe Publisher can perform supportatlevel 3.

3.4.4.3. Technical supportand otherbenefits such as training may or may notbe included
inmaintenance. It will be dependent on the Publisher.

3.4.5.1dentify Host System and Party Managing Maintenance Updates. Itisimportantthatthe
Customerknow whois hosting their system and managing the maintenance updates. This
information isimportant when negotiating the software contractso all the termsand
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conditionsincludeyourenvironment which identifies the primary and backups that are
authorized to contact the Publisher when required. Some EULAs restrictthe number of
contacts on maintenance callstoone whichisunreasonable. Itisrecommendedthata
Service level Agreement (SLA) be entered into with the hosting/data center organization

whether Government ora Software as a Service (SaaS) providerin orderto control down
time, response time, updates, upgrades and patches and fixes that could impact the
Customer. DoD has developed awhite paper onSLAs that can be accessed from the DoD

ESI website (www.esi.mil).

3.4.5.1.
3.4.5.2.
3.4.5.3.

On the Customer’s/ Licensee’s site (on-premises)
On the Vendor’s site (off-premises)
At a Government centralized hosting facility / datacenter

3.4.6. Timing and Duration of Your Maintenance & Support Coverage

3.4.6.1.

3.4.6.2.

3.4.6.3.

3.4.6.4.

3.4.6.5.

Ensure the maintenance coverage periodis clearly defined and represents the
bestvalue forthe Government, takinginto accountthe price offered and the
scope of supporttobe provided.

Different software Publishers have different maintenance coverage periods.

Determineifthe termisbased onthe date of order or end date. Prorate pricesif
the maintenance termis based on a specificend date that does not accommodate
afull term.

Doesyour term cross fiscal years? Protect against the potential funding gap when
maintenance starts during a Continuing Resolution Authority. Write intoyour
contract a clause to protect the maintenance supportduringacontinuing
resolution which could impact the mission due to delay of funding. Thisis critical
for a SaaS environment where the Customer does not have control of the
software licenses. You need to check with yourlocal financial supportand legal to
determine impacts of maintenance when defined asaservice or a product. GSA
has determined that the majority of software maintenance is aproduct.

Determine the costthat would be incurred if the Governmentemployed
personnel to perform certain support services that could be removed from the
scope of services offered by the Publisher, such aslevel one help desk supportvia
an internal hot-line.

3.4.7. Location, Time Zone, and Clearance Requirements of Software Support Personnel

3.4.7.1.

Each Customershouldidentify the time of day and time zone required throughout
each workweek foryoursupportservice. Youwill need to determine if supportis
required on weekends.
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3.4.7.2. Vendors may be requiredto provide supporton a 24-hour basis using personnel
located around the world in strategictime zones. This supportis known as
“Followingthe Sun” since live personnelare operating during the local normal
business hourswhilethe sunisup.

3.4.7.3. Basedon therequirementsforsupportbeyondastandard United Statestime
zone, find out where the vendor’s support staff is located. The “follow the sun”
supportcan raise security issues for DoD. As such, the Government must be
vigilantand ensure that software maintenance contracts properly complywith
Trade Agreement Act and address security requirements.

3.4.7.4. Yourrequirementsshouldidentifyif support must be provided only by personnel
with a certain level of clearance.

3.4.8. Service Level Agreements (SLAs)

3.4.8.1. SLAs provide standards for the delivery of a wide variety of services in many
environments, including certain aspects of software.

3.4.8.2. Appropriately designed software SLAs define clear service expectations in
measurable terms and set obligations for when expectations are not met (e.g.
hold harmless termination rights, liquidated damages, credits, etc.). Normally,
SLAs attach to an underlying agreement, such as a Master Services Agreement or
Software License Agreement, in the form of an Annex or Attachment.

3.4.8.3. SLAsfor software generally are designed to address two things: software
performance and software (or system) availability.

3.4.8.3.1. Within the first category - software performance - there are two aspects
that can be measured: 1) software defect management which consists of the
response time to acknowledge reported defects or product performance issues
and the time to provide fixes; and, 2) the response time measured from
executingafunction ortransaction (by hittingthe enterkey or otherwise) and

the conclusion of the transaction.

3.4.8.3.1.1. Defect management usually usesathree tierprioritization schema
based on the severity of the issue and the impact of the outage it causes.
The more severe theissue and the greateritsimpact, the shorterthe SLA
time to acknowledgethe issue and provideafix forit.

3.4.8.3.1.2. Systemresponse time is usually an actual measurement of time, such
as milli-seconds, tenths of asecond or full seconds.
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3.4.8.3.2. The second category — software availability —measures the amount of
time the system (the software) is actively available for executing transactions
or functions.

3.4.8.3.2.1. Usually availability is measured by taking the total time in a period, for
example the number of minutesinany 3 month period, then subtracting
the minutes of planned down time for system maintenance during the
same period, and using the result as the base numberfor 100%
availability.

3.4.8.3.2.2. Ifthe Government wants extremely high availability because the
software is mission critical —forexample, itis usedin the operation of a
critical weapons system —then system availability might need to be
99.999% - oftenreferredtoas “five nines”. Thisgenerally meansthatin
any 3 month period, the systemis expected to have only a handful of
minutes of unplanned down time.

3.4.8.3.2.3. Forlesscritical systems, the availability might be expressed as 99.0%
(twonines) orevenless—for example, 98% or 97%.

3.4.8.3.2.4. The higherthe expected availability, the more expensive the SLA will be
since it takes more resourcesto achieve it.

3.4.8.4. The DoD ESI Service Level Agreement (SLA) Best Practices and Contractual
Considerations White Paperis available onthe DoD ESI| website. The papercan assist
with creating both performance and availability SLAs. The paperincludes examples
of how SLAs can be structured, calculated, and managed.

3.4.8.5. DoD ESI has developed a Master Software License Agreement (MSLA) template
that addresses all the best practices that should be included in asoftware license.
The documentincludes a Maintenance and Support Addendum Template. The
purpose of this documentisto describe the Support and Maintenance obligations of
each party for Software providedto Licensee. Italsoincludes sample SLAs for defect
management, system response time and system availability.

3.4.9. RemediesforDefects

3.4.9.1. The SLA shouldtie specificremedies to each category of defect that remains

uncured. Forexample, Level 3 (high priority-high impact) defects would have
more extensive remediesthan Level 1(low priority-low impact) defects.

3.4.9.2. Include language that allows the Governmentto receive a sufficient refund if
the Sellerfailsto cure “critical” defects or chronically fails to meet SLAs.
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3.4.10. Categorization of Maintenance as a Product or Service

3.4.10.1. Whethersoftware maintenance is classified as a product or service isimportant
because it will determine the package of documents required to be drafted and
approved to execute the acquisition, how the contract will be administered, and
the type of funds that may be used. A White Paperonthis subjectis available on
the ESI web site.

3.4.10.2. GSA Approach to Software Maintenance as a Product

3.4.10.2.1.  GSA holds that software maintenance is asupply thatcan be billed atthe
time of purchase whenitis forthe “purpose of maintaining the operability
and usability of the software product by utilizing published fixes to bugs
via patches, updates, orupgrades.” It may alsoinclude other “no charge”
supportthatisincludedinthe purchase price of the productin the
commercial marketplace. No charge supportincludesitemssuch as user
blogs, discussion forums, on-line help libraries, Frequently Asked
Questions (FAQs), hosted chatrooms, and limited telephone, email
and/orweb-based general technical supportforauser’s self-diagnostics.

3.4.10.2.2.  Furthermore, GSA has placed software maintenance as a productinthe
GSA Schedule terms and conditions sections for Special tem Numbers
(SINs) 132-32 and 132-33, which are used to coversoftware products. As
such, this classification would seem to allow for software maintenance to
be deemed aproduct.

3.4.10.3. GSA Approach to Software Maintenance as a Service

3.4.10.3.1.  Software maintenanceis considered aservice by GSA and placed under
SIN 132-34 whenit “is purchased forthe purpose of solving useridentified
problems usingtechnical support outsidethe scope of software
maintenance as a product.” This usually occurs “when problems arise
aftersoftware implementation, such as when the software is
incompatiblewith the organization's ITinfrastructure.” Thisis separate
and distinct—oroverand above —the routine patches, bugs, fixes,
updates, or upgrades Publishers provide underthe “product”
classification.

3.4.10.3.2.  Anotherform of software maintenance defined as aservice would be
when a Publisher ceasesto supporta product, either due tothe product’s
age or the Publisher going bankrupt. Inthese cases, you mayneeda
service contract with a third party to provide patches and fixes to mitigate
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vulnerabilities. Software maintenance categorized asa service is billed in
arrears.

3.4.10.4. When GSA’s determination described above does notapply orit’s not accepted

by a Government attorney, comptroller, disbursing clerk, etc. In this case, you
may apply the following analytical approach:

3.4.10.4.1. ConsiderHow the Federal Acquisition Regulation (FAR) Differentiates
Services and Supplies:

3.4.10.4.1.1.

3.4.10.4.1.2.

Accordingto FAR37.101, a service contract “directly engagesthe
time and effort of a contractor whose primary purpose isto
performan identifiabletask ratherthanto furnishan enditem of
supply.” Conversely, no clear-cut definition existsforasupply or
product. However, one caninferfrom FAR37.101 thata productor
supply contract means a contract that engages a contractor to
deliveranenditem of supply, which, inthe case of software
maintenance, would be the fixes, patches, updates, and upgrades
to thelicensedintellectual property.

So, this would utilize the same style of analysis that GSA suggests.
If you are engaging acontractor to perform a task basedona level
of effortbyindividuals ratherthan furnish asupply ata fixed price,
then maintenance would be deemed aservice.

3.4.10.4.2. Consider How the Government Classifies Software Maintenance in
Product or Service Codes

3.4.10.4.2.1.

3.4.10.4.2.2.

The Federal Procurement Data System (FPDS) didn’t start tracking
this data until October1, 2011. With the FY12 introduction of
Productor Service Code (PSC) D319, Service: ITand Telecom-
Annual Software Maintenance Service Plans, the Federal
Government created the means for contracting activitiestoreport
software maintenance plan spending data.

However, the establishment of this PSCalso inadvertently adds to
the confusion asto whethersoftware maintenance is aproduct or
service. Thisisbecause PSCD319 isa services PSC, while the PSC
for the software itself is 7030 (Automatic Data Processing (ADP)
Software), isasupply PSC. Furthermore, the apparent appropriate
North American Industrial Classification System (NAICS) code for
software, 511210 (Software Publishers), isan employee-count
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metric NAICS code, generallyreserved for the purposes of small
business set-aside decisions for supply contracts.

3.4.10.4.2.3. Services contracts, by contrast, use revenue as the basis for set-
asides. So, the assignment of NAICS code 511210 provides support
that software, ingeneral, isasupply. There are no NAICS codes
currently assigned to software maintenance providers.
3.4.10.5. Comparison Summary Table

SUPPORTING INFO THAT MAINTENANCE IS A
PRODUCT

SUPPORTING INFO THAT MAINTENANCE IS A SERVICE

Contractor’s primary obligationsare product
entitlements.

Contractor’s primaryobligationsaresolving user
problems beyond the scope of product entitlements.

Contractoris deliveringan end item of supply
(fixes, patches, updates, and upgrades to the
licensed intellectual property).

You’re engaging the time and effort of a contractor
whose primary purpose is to perform anidentifiable
taskrather than to furnishanend item of supply.

The proper PSC Code for the initial purchase of
software, 7030, indicates softwareis a supply.

The proper—or most accurate—PSC Code for software
maintenance, D319, indicates thatsoftware
maintenanceis a service.

OMB considers softwarea capital asset, which
by its very natureis a supply,and, since
software maintenanceis just more of the
same, it, too, isa supply

The proper way to buy software maintenanceinone
fiscal year, when most of the performance will bein
the followingfiscalyearistotreatitasa service.

GSA treats most software maintenance
contracts as supply buys.

The appropriate NAICS code, 511210, indicates that
software maintenanceis a service.

The FAR definition for services does not apply
to the productentitiements Publishers provide
with standard, commercial software
maintenance contracts.

3.5. GENERAL PROVISIONS
3.5.1 Background

3.5.1.1 The General Provisionsinany Agreement are oftenreferredto as “boilerplate
clauses” because they are fairly standard in all Agreements. In Government
software Agreements, the General Provisions that are found in commercial
software licenses tend to deviate significantly from FAR. A convenient way to
addressthese clausesistosegmenttheminto three categories:

3.5.1.1.1 Thosethat are only businessterms;
3.5.1.1.2 Those that are partially business and partially governed by FAR;

3.5.1.1.3 Thosethat are governed exclusively by FAR.
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3.5.1.2 ThisBuyer’s Guide will address the General Provisions by grouping theminto
these three segments. Pleasenote thisgroupingis not necessarily the
sequence of the clauses found inacommercial software license.

3.5.2 BusinessOnly Terms

3.5.2.1 Confidentiality

3.5.2.1.1 Confidentiality clauses protectinformation from beingdisclosed to
third parties. The Government should notagree toa contract term
that saysthe Governmentis not permitted to share pricing or
otherimportant contract or license information internally and with
authorized contractorsupportteams.

3.5.2.1.2 The bestcase option thatshould be sought by the Buyeristo rely
on the GSAR Deviationrecentlyissued. Note - Whenitbecomes
part of FAR, the GSAR will change the category from businessonly
to partially business and partially FAR. Inthe GSAR Deviation, para.
D. 14 specifically allows for sharing contractinformationinside the
Government. Additionally, itholdsthe Governmenttothe
commercial standard of protecting other commercial confidential
information.

3.5.2.2 |ntegration

3.5.2.2.1 Most contracts include anintegration orentire agreement clause
that restricts the valid, binding, enforceable agreementto only the
terms and conditions explicitly stated in the “four corners” of the
written contract. This prevents claims based onimplied
warranties, verbal statements, or otheractions and documents
outside of the written contract.

3.5.2.2.2 For example, Customer product requirements and Vendor
demonstrations or product brochures are not part of the contract,
unlessthe parties explicitlyincludethemin the termsand
conditions.

3.5.2.23 G.S.A,,F.S.S., E.S.I.,B.P.A,, FARand DFARS clauses are incorporated
and integrated into the contract and have bindinglegal effect
whenan orderis placed.

3.5.2.2.4 The bestoptionthat should be sought by the GovernmentBuyeris
to incorporate by reference or full text, the clauses, F.S.S. contract
number,and B.P.A. numberinthe order. The Buyershouldalso
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printout and include in the orderany hyperlinked and referen ced
documentation. Finally, in cases where Government requirements
might not be metsubstantially by the COTS software, the
Government should fully documentits requirementsin the
Agreement to make theminto enforceable obligations on the part
of the vendor.

3.5.2.3 Relationship of the Parties

3.5.2.3.1 Thisclause definesthe parties asindependent contractors to avoid
an employmentrelationship. Inan employmentrelationship, the
employerisresponsible foranumberof obligations not presentin
independent contractorrelationships. Some examplesinclude
taxes and employee benefits.

3.5.2.3.2 Thebestoptionfor the Government Buyeristoensure the General
Provisionsinclude a clause specifying the relationship of the parties
isthat of independent contractors and not employer —employee.
The IRS regulations governing this relationship should be provided
to internal Customerstoavoid havingtheirconduct overridethe
language of the clause.

3.5.2.4 Severability

3.5.2.4.1 Severability clauses keep the rest of an agreement enforceable
when one provisionisremoved because ithas been determined to
be unenforceable.

3.5.2.4.2 The GovernmentBuyercan allow forthe standard commercial
clause, butshould be wary of attempts by the Vendorto extend
the language beyond the basicclause.

3.5.2.5 Rightsof Survivorship

3.5.2.5.1 Therights of survivorship pertain to the clauses that can remain
enforceable beyond the term of the Agreement. Commercial
examplesinclude things like confidentiality provisions and IP
protections.

3.5.2.5.2 Whileitisnotanissuetoallow a survivorship clause, the
Government Buyer should take care to not allow the survivorship
clause to include anything that would create an Anti-Deficiency Act
violation orto otherwise bind the Government unreasonably.
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3.5.3 Partially Business and Partially FAR-Governed

3.53.1

3.5.3.2

3.5.3.3

Assighment

3.5.3.1.1

3.5.3.1.2

3.53.13

3.53.14

Term

3.53.2.1

3.5.3.2.2

Assignment occurs when a party transfers some orall of its
contract rights or delegates some or all of its contract obligations
to a third party.

Most commercial agreements prohibit assignment by either party
withoutthe written consent of the other party.

FAR 52.212-4(b), Assignment, allows Contractorstoassignthe right
to receive payment.

The bestoptionthat should be sought by the Government Buyeris
to ensure Assignments are restricted to the one allowed by FAR
52.212-4(b). Therecentlyissued GSAR reinforcesthe assignment
permittedinthe cited FAR clause. Italsoallows forassignment of
otherrightsand obligations by express Government approval. See
GSAR para. D. 13.

The time between the startand end dates specifiedinacontract is
the term of the contract or the EULA. Most Government contracts
have a limitof five years. FAR52.217-9 providesthe conditions for
extendingthe term of a contract.

Commercial Agreements may provide forautomaticrenewal atthe
end of the specified term unless there is affirmative termination.
The Government Buyershould use the GSAR Deviation para.D. 4
to strike any such automaticrenewals as they violate the Anti-
Deficiency Act.

Limitation of Liability

3.5.3.3.1

3.5.3.3.2

Commercial Limitation of Liability clauses restrict the type and
amount of liabilityimposed onaVendorforthe failure of its
productor service. There are generally three different types of
damages that a party can recoverwhen a productfails: direct,
consequential and punitive.

Direct damages are the difference between the value of the
performance received and the value of the performance promised
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3.5.3.3.4

3.5.3.3.5

3.5.3.3.6

3.5.3.3.7
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as specifiedinthe contract. Direct damages are the only type
permitted in mostagreements.

Consequential damages are damages you can prove occurred as a
result of the failure of one party to meeta contractual

obligation. The Government prohibits claims of consequential
damages against Contractorsin FAR52.212-4(p), Limitation of
Liability.

Punitive damages are damages awarded that go beyond direct or
consequential damages and are intended to punish the offender.

Most contracts limitthe amount of damages to the original
amount paid for the software orservices. FARissilentaboutany
dollaror percentage limitations on the amount of damages.

The best practice - and the best option that should be sought by
the Government Buyer—isto negotiate limits of liability that
reasonably protect the Government against the risk of the product
or service failing. Those risks mightincludedirect coststhat
exceedthe price of the product or service; forexample,
Government costs associated with delayed orfailed software
implementation projects.

The Government Buyer must ensure thatthe negotiated limitsare
includedinthe contractterms and conditions to avoid any
ambiguity.

3.5.3.4 Click-Wrap Licenses

3.5.34.1

3.5.3.4.2

A click-wrap license is often encountered when initializing or
installing software onadevice. It purportsto be a license
agreementthatrequires consent before allowing the install
processto continue orbefore allowing access to the software. ESI
recommends that Buyers add a clause inthe GP section of an
Agreement declaring such click-wrap or equivalentlicenses to be
void and unenforceable. GSA has created a draft FAR Deviation
that accomplishesthat objective.

The best case scenario that should be sought by the Government
Buyeristo follow the ESI recommendation regarding click-wrap
licenses. Additionally, the GSAR Deviation, paragraph D. 2,
specifically makes click-wrap or similar licenses unenforceable
againstthe Governmentorits authorized end users.
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3.5.4.1 Termination

3.5.4.1.1 Terminationrightsincommercial agreements are based on

3.5.4.1.2

3.5.4.1.3

3.5.4.14

material breaches. In Government contracts, the FARdefines
termination rightsand responsibilities.

The Government can terminate a contract for convenience orfor
cause. See FAR 52.212-4(l), Termination forthe Government’s
Convenience and FAR52.212-4(m), Termination for Cause.

These FAR provisions provide significantly more protection tothe
Government than the standard commerecial practice would. For
example, thereis norequirement forthe Governmenttofinda
material breach to terminate the contract.

The Government Buyershould ensure all termination provisions
are made subjectto FAR. Further, the recent GSAR Deviation
prohibits unilateral termination of an agreement by the Supplier
unlessthe supplies orservices are generally withdrawn from the
market. The GSAR makes the important connection between
Suppliertermination and the requirement for continued
performance until adispute isresolves. See the Disputes Actand
the clause at FAR 52.212-4 (d) and associated FAR provisions.

3.5.4.2 Dispute Resolution

3.5.4.3

3.54.2.1

3.5.4.2.2

All contract disputes are subjecttothe Disputes Actand FAR
52.212-4(d).

The dispute processissetforthin FAR 52.233-1.

Governing Law

3.5.43.1

3.5.4.3.2

3.5.4.3.3

The governinglaw ina contract refers to the law that will be used
to decide adispute. The choicesincommercial contracts are
usually federal law or state law. Thistopicalso dealswith
jurisdiction and venue for court cases.

FAR 52.233-4 establishesthatfederallaw applies to casesinvolving
federal contracts.

Federal law also states that federal courts have jurisdiction and
venue over casesinvolving Government contracts.
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3.5.4.3.4 Commercial software contracts often have agoverninglaw clause
assigningjurisdiction and venueto the state where the Publisher’s
headquartersislocated.

3.5.4.3.5 Thebestpractice isto remove these clausesfrom agreements,
eventhough the federal law would supersede them evenif they
remainin the contract.

3.5.4.4 Orderof Precedence

3.5.4.4.1 AnAgreemententeredintobetweenthe Governmentanda
Contractor (whether asoftware Publisher ora software Reseller)
ofteniscomprised of multipledocuments. Forexample, there can
be a schedule of supplies/services, alicense agreement for
software, asolicitation, and a Delivery Order. Itis possible that
some of the terms and conditionsin one documentare
inconsistent with the terms and conditionsin one ormore of the
otherdocuments. The Order of Precedence (OOP) clauseina
contract or a license agreement (EULA) defines the priority or
sequence of the documents that should be used forresolving those
contradictions orinconsistencies. Many commercial EULAs
propose a resolution process ora priority of documents that differs
from FAR 52.212-4(s). The Government procurement professional
must comply with FAR.

3.5.4.4.2 The bestcase scenariothatshould be sought by the Government
Buyeristo ensure that the OOP clause inthe Agreement cite FAR
52.212-4(s) as authoritative on thistopic. Additionally, itwould be
advisable to use the ESI MSLA template instead of the commercial
vendor’s EULA. Be aware of the following potential issues when
citing FAR52.212-4(s):

3.5.4.4.3 Sincethe onlysubstantive documentthattakes precedence over
the software license agreement (EULA) as listed in FAR 52.212-4(s)
isthe schedule of supplies/services, the Government Buyer should
take special care in notingthat when creating the schedule of
supplies/services, GSA does not concernitself with the business
terms proposed by commercial vendors. Examples of business
termsinclude expanded warranty, transferability of licenses and
self-audit of licenseuse. GSA focusesoncompliance with FAR.
Therefore, allowing potentially unfairorundesirable business
termsto stand unchallenged in the schedule of supplies/services
might give them the highest priority if they conflict with the terms
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and conditionsin otheraddenda, including asoftware license
agreement.

FAR 52.212-4(s) refersto “addendato this solicitation or contract,
includingany licenseagreements for computer software” as having
the fourth positioninthe list of priorities. Whatif the Agreement
consists of multiple addendathat have inconsistentterms? The
clauseissilentasto how to resolve those inconsistenciesamong
several addenda. The Government Buyer should consider
identifyingaddendaand givingthem a priority for that category of
document.

FAR 52.212-4(s) refersto the priority orsequence of documents.
What happens wheninconsistencies occur withinasingle
document? Since FARissilent on this point, ES| recommends that
the Government Buyer create a process forresolving those
inconsistencies by giving the highest priority to the termsand
conditionsinthe ESl template.

3.6. ADDITIONAL TERMS FOR CONSIDERATION AS APPROPRIATE.

3.6.1. Governmentunique requirementssuch astraining ordevelopment of customized
reports, interfaces, conversions of data, and enhancements or extensions.

3.6.2. Documentnegotiated changesin resultant contract.

3.6.2.1. Use definitions

3.6.2.2.  Use examplestoeliminate ambiguity

3.6.2.3. Clearlydefineadditionallicense rights and specify the addendum changes

are at no additional cost

3.6.2.4. Checkthataright grantedinone areais not changed or removed by
another provision.

4. REGULATIONS AND POLICY GUIDANCE

IT Buyers should be familiar with the following regulations and policies

TITLE

LINK WHY IT'S IMPORTANT

DFARS 208.74—Enterprise | www.acq.osd.mil/dpap/dars/dfars/ | When acquiringcommercial software

Software Agreements html/current/208 74.htm andrelated services, such as software

maintenance, DoD departments and
agencies shall dosoinaccordancewith
DoD ESI.
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TITLE

LINK

WHY IT’S IMPORTANT

DoD SmartBUY Policy
Memo of December 22,
2005.

www.acg.osd.mil/dpap/policy/poli
cyvault/2006-0115-DPAP.pdf

When acquiring name-brand specific
commercial softwareand related
services, DoD departments and agencies
shall useSmartBUY agreements.

DoDI 5000.02, Enclosure5

www.acg.osd.mil/asda/docs/dod i
nstruction_operation_of the defe
nse_acquisition_system.pdf

When acquiringcommercial IT,
Acquisition Category (ACAT)-designated
programs shall maximizeleverage of and
coordination with the DoD ESI.

Section 508 of the
Rehabilitation Act (as
implemented by FAR

www.acquisition.gov/sites /default/
files/current/far/html/Subpart%20
39 2.html

When commercial IT, unless an exception
applies,agencies mustensure EIT
acquisitions meet the applicableSection

39.203) 508 standards for accessibility.
GIG Technical Guidance Https://gtg.csd.disa.mil When acquiring new or improved IT
Federation systems within DoD, anyone involvedin

its management, development, or
acquisition should usethis online
repository for information related to DoD
IT and National Security Systems (NSS)
standards.

Internet Protocol version 6
(IPv6):

https://www.whitehouse.gov/sites
/default/files/omb/assets/omb/me
moranda/fy2005/m05-22.pdf

When acquiring new IT procurements
requiringIP,all products or services
must be IPv6-compliant.

2014 National Defense
Authorization Act Section
935

http://www.gpo.gov/fdsys/pkg/CP
RT-113HPRT86280/html/CPRT-

113HPRT86280.htm

When acquiring $5 million or more per
year on any particular softwaretitle, the
acquiring military department shall
conduct aninventory of the title. Ifthe
inventory exceeds minimum needs or if
there is a discrepancy between the
guantity of software licenses purchased
andthose inactual use, the Military
Department shall balancethe inventory
with the needs of the Department andin
accordancewith the terms of any
relevant contract.
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https://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-22.pdf
https://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-22.pdf
http://www.gpo.gov/fdsys/pkg/CPRT-113HPRT86280/html/CPRT-113HPRT86280.htm
http://www.gpo.gov/fdsys/pkg/CPRT-113HPRT86280/html/CPRT-113HPRT86280.htm
http://www.gpo.gov/fdsys/pkg/CPRT-113HPRT86280/html/CPRT-113HPRT86280.htm
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Attachment A: REQUIREMENTS MATRIX - SAMPLE TABLE

Licensor’s Product Capabilities Matrix Mapped to Licensee Requirements

A B C D E F G H |
REQUIREMENT BUSINESS LICENSOR’S PRODUCT NAME LICENSE UNIT QUANTITY TOTAL THIRD PARTY
REFERENCE PROCESS PRODUCT TYPE* PRICE PRICE PRODUCT(S)
REQUIRED
(Y/N)
FIT NO FIT If yes, then
(YES) (NO) listthird party
brand name
and products
required
1 X ABC Product S # S
2 X

Licensor warrants that the licensed products and modules listed above will execute the business processes listed above and th at no additional
software from Licensororfrom other Publishersis required to execute the listed business processes unless listed above in column .

[THE TABLE ABOVE IS AN EXAMPLE OF THE KEY ELEMENTS TO INCLUDE IN YOUR REQUIREMENTS / PRODUCT MATRIX. IF YOUR COMPONENT
HAS ITS OWN TEMPLATE, REPLACE THIS TABLE WITH YOUR VERSION]
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Attachment B: GSAR CLASS DEVIATION MV-15-03: MEMORANDUM OF CLASS
DEVIATION ADDRESSING COMMERCIAL SUPPLIER AGREEMENT TERMS THAT
CONFLICT OR ARE INCOMPATIBLE WITH FEDERAL LAW (JULY 31, 2015)

A
G S £y GSA Office of Governmentwide Policy

Acquisition Letter MV-15-03

JUL 31 2018
MEMORANDUM FOR THE ACQUISITION WORKFORCE

FROM: JEFFREY A. KOSES »J/{(/‘i—«——/
SENIOR PROCUREMENT CUMNE (MV)
SUBJECT: Class Deviation Addressing Commercial Supplier Agreement
Terms that Conflict or Are Incompatible with Federal Law

1. Purpose. This letter notifies the Acquisition Workforce of a Class Deviation to
address common Commercial Supplier Agreement Terms that conflict or are
otherwise incompatible with Federal law.

2. Background. Commercial Supplier Agreement Terms (e.g. standard terms of sale or
lease, Terms of Service (TOS), End User License Agreements (EULA), or other
similar legal instruments or agreements) may be presented as part of a proposal or
quotation response to a solicitation for a contract or order. These Commercial
Supplier Agreement (CSA) Terms may include clauses that are acceptable to private
parties, but are improper or illegal for acceptance by the Federal Government.
These commonly recurring, conflicting or ambiguous clauses require GSA
contracting activities to negotiate individual agreements to address the conflicts,
often at significant cost to both the Agency and contractor.

GSA has identified fifteen (15) common elements of Commercial Supplier
Agreement Terms that conflict with or are incompatible with Federal law that must be

This GSR Memo and its supplemental document can be accessed from the DoD
ESI website at www.esi.mil by searching for “GSAR Class Deviation”, and is
found under the Resources/Tools tab
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Attachment C: SAMPLE PRICING DISCOUNT TABLE BASED ON SIZE OF ORDER

Size of Order (List) Potential Discount (From List)

S1-$9,999 10% - 30% GSA/ESI (Based on Qty 1)

$10,000 - $49,999 20% - 40% Perhaps Better than GSA/ESI is Available
$50,000 - $249,999 25% - 50% Definitely Seek Additional Discountfrom GSA/ESI
$250,000 - $999,999 35% - 60% This will likely bea Field Sales Transaction
$1,000,000 - $9,999,999 45% - 75% This is a Large Transaction for the Publisher
$10,000,000 - $99,999,999 60% - 90% Significant Publisher Corporate Attention
$100,000,000+ 75% - 95% One of the Top Publisher Transactions for Year
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Attachment D: MASTER SOFTWARE LICENSE AGREEMENT TEMPLATE

For a current version of the DoD ESI Master Software License Agreement
Template, navigate to the “Ask an Expert” page of the DoD ESI website at
www.esi.mil, choose the last option titled “I have a question about a topic not
addressed above”, and request a copy.

Your Preferred Source for IT Acquisition Across the DoD | www.esi.mil 55


http://www.esi.mil/
http://www.esi.mil/

